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Minified and concise search report.

Module Responses:
HIBP
Picture Url

Registered: true
Breach: true
Name: Domino's India
Website: dominos.co.in
Bio: In April 2021, <a href="https://www.bleepingcomputer.com/news/security/dominos-india-
discloses-data-breach-after-hackers-sell-data-online/" target="_blank" rel="noopener">13TB of 
compromised Domino's India appeared for sale on a hacking forum</a> after which the company 
acknowledged a major data breach they dated back to March. The compromised data included 
22.5 million unique email addresses, names, phone numbers, order histories and physical 
addresses.
Creation Date: 2021-03-24T00:00:00
Logo: https://haveibeenpwned.com/Content/Images/PwnedLogos/Dominos.png
Website: dominos.co.in
Description: In April 2021, <a href="https://www.bleepingcomputer.com/news/security/dominos-
india-discloses-data-breach-after-hackers-sell-data-online/" target="_blank" rel="noopener">13TB 
of compromised Domino's India appeared for sale on a hacking forum</a> after which the 
company acknowledged a major data breach they dated back to March. The compromised data 
included 22.5 million unique email addresses, names, phone numbers, order histories and 
physical addresses.
Title: Domino's India
Breach Count: 22527655

HIBP
Picture Url

Registered: true
Breach: true
Name: GamingMonk
Website: gamingmonk.com
Bio: In December 2020, India's &quot;largest esports community&quot; <a href="http://
gamingmonk.com/" target="_blank" rel="noopener">GamingMonk</a> (since acquired by and 
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redirected to MPL Esports), suffered a data breach. The incident exposed 655k unique email 
addresses along with names, usernames, phone numbers, dates of birth and bcrypt password 
hashes.
Creation Date: 2020-12-02T00:00:00
Logo: https://haveibeenpwned.com/Content/Images/PwnedLogos/GamingMonk.png
Website: gamingmonk.com
Description: In December 2020, India's &quot;largest esports community&quot; <a href="http://
gamingmonk.com/" target="_blank" rel="noopener">GamingMonk</a> (since acquired by and 
redirected to MPL Esports), suffered a data breach. The incident exposed 655k unique email 
addresses along with names, usernames, phone numbers, dates of birth and bcrypt password 
hashes.
Title: GamingMonk
Breach Count: 654510

HIBP
Picture Url

Registered: true
Breach: true
Name: Gravatar
Website: gravatar.com
Bio: In October 2020, <a href="https://www.bleepingcomputer.com/news/security/online-avatar-
service-gravatar-allows-mass-collection-of-user-info/" target="_blank" rel="noopener">a security 
researcher published a technique for scraping large volumes of data from Gravatar, the service 
for providing globally unique avatars </a>. 167 million names, usernames and MD5 hashes of 
email addresses used to reference users' avatars were subsequently scraped and distributed 
within the hacking community. 114 million of the MD5 hashes were cracked and distributed 
alongside the source hash, thus disclosing the original email address and accompanying data. 
Following the impacted email addresses being searchable in HIBP, <a href="https://
en.gravatar.com/support/data-privacy" target="_blank" rel="noopener">Gravatar release an FAQ 
detailing the incident</a>.
Creation Date: 2020-10-03T00:00:00
Logo: https://haveibeenpwned.com/Content/Images/PwnedLogos/Gravatar.png
Website: gravatar.com
Description: In October 2020, <a href="https://www.bleepingcomputer.com/news/security/
online-avatar-service-gravatar-allows-mass-collection-of-user-info/" target="_blank" 
rel="noopener">a security researcher published a technique for scraping large volumes of data 
from Gravatar, the service for providing globally unique avatars </a>. 167 million names, 
usernames and MD5 hashes of email addresses used to reference users' avatars were 
subsequently scraped and distributed within the hacking community. 114 million of the MD5 
hashes were cracked and distributed alongside the source hash, thus disclosing the original 
email address and accompanying data. Following the impacted email addresses being 
searchable in HIBP, <a href="https://en.gravatar.com/support/data-privacy" target="_blank" 
rel="noopener">Gravatar release an FAQ detailing the incident</a>.
Title: Gravatar
Breach Count: 113990759
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HIBP
Picture Url

Registered: true
Breach: true
Name: Wattpad
Website: wattpad.com
Bio: In June 2020, the user-generated stories website <a href="https://
www.bleepingcomputer.com/news/security/wattpad-data-breach-exposes-account-info-for-
millions-of-users/" target="_blank" rel="noopener">Wattpad suffered a huge data breach that 
exposed almost 270 million records</a>. The data was initially sold then published on a public 
hacking forum where it was broadly shared. The incident exposed extensive personal 
information including names and usernames, email and IP addresses, genders, birth dates and 
passwords stored as bcrypt hashes.
Creation Date: 2020-06-29T00:00:00
Logo: https://haveibeenpwned.com/Content/Images/PwnedLogos/Wattpad.png
Website: wattpad.com
Description: In June 2020, the user-generated stories website <a href="https://
www.bleepingcomputer.com/news/security/wattpad-data-breach-exposes-account-info-for-
millions-of-users/" target="_blank" rel="noopener">Wattpad suffered a huge data breach that 
exposed almost 270 million records</a>. The data was initially sold then published on a public 
hacking forum where it was broadly shared. The incident exposed extensive personal 
information including names and usernames, email and IP addresses, genders, birth dates and 
passwords stored as bcrypt hashes.
Title: Wattpad
Breach Count: 268765495

SPOTIFY

Registered: true

NVIDIA

Registered: true

ADOBE

Registered: true

https://haveibeenpwned.com/Content/Images/PwnedLogos/Wattpad.png
https://haveibeenpwned.com/Content/Images/PwnedLogos/Wattpad.png


Status: active
Type: individual

GRAVATAR
Picture Url
Profile Url
Banner Url

Registered: true
Id: authoraryanswaroop
Name: Aryan Swaroop
Username: authoraryanswaroop

FREELANCER

Registered: true

SAMSUNG

Registered: true
Phone Hint: +9170**01**68

TALENT

Registered: true

WIX

Registered: true
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KAHOOT

Registered: true

WATTPAD

Registered: true

WORDPRESS

Registered: true

ASUS

Registered: true

MEDIUM
Picture Url
Profile Url

Registered: true
Id: 05813a34d6ad
Name: Adam Jones
Username: aryanswaroop95
Bio: Writer. Poet. Movie Buff. Contact me here: adamjjones30@gmail.com
Followers: 84
Following: 17
Premium: false
Membership Date: 0
Authored Books: 0

PINTEREST

https://miro.medium.com/v2/1*Zh0HGKitsUPygEoU0cFc4Q.jpeg
https://miro.medium.com/v2/1*Zh0HGKitsUPygEoU0cFc4Q.jpeg
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https://medium.com/@aryanswaroop95


Registered: true

EA

Registered: true

DROPBOX

Registered: true

MICROSOFT

Registered: true
Id: 5C796CD0746BDEA5
Name: aryanswaroop95@gmail.com

MAPS
Profile Url

Registered: true
Private: false

GOOGLE
Picture Url

Registered: true
Id: 114621465378376015128
Name: Aryan Swaroop
Last Seen: 2024-09-13T19:56:45
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